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Signatures X

v A Rev. 1: Signed by w@uwad AnAnd <denpong@kku.ac.th>

Signature validity is unknown:
Document has not been modified since this signature was applied
Signer's identity is unknown because it has not been included in yo
Signing time is from the clock on the signer's computer.
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Field: Signature? on page 1

Click to view this version
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You have opened an Acrobat FDF Data Exchange File containing the following data:
Contact Information
Sender
Mame: Denpong Scodphakdee
Email Address:  denpong@kku.acth
Signature

Signature is VALID, signed by

e Signature Properties...

Contents

The file you have opened contains Contact information for one person.Contact
information includes certificates that, once trusted, can be uzed to validate
signatures frem and encrypt documents for the associated Contact.

Thai University Consortiumn Certification Authority

Before adding these contacts, you should verify that they are authentic, If
they come from a trusted source, you might choose to accept the level of
trust the sender has specified. Otherwise, you will be prompted to
individually verify each contact as you add it into your list of trusted
identities.

DACCEFH: the level of Irust specified by the signer tor all Lontacts in this
fila

2 Add Contacts to List of Trusted |dentities...

2) nm Add Contacts to List of Trusted Identities...


https://cdp.kku.ac.th/TUCTrustedCert.fdf

Import Contact Settings X

Certificate Details
Subject:  Thai University Consortium Certification Authority
Issuer:  Thai University Consortium Certification Authority

Usage: Digital Signature, Sign Certificate (CA), Sign CRL
Expiration: 25-Mar-30 8:30:17 PM
Trust  Policy Restrictions

A certificate used to sign a decument must either be designated as a trust anchor or
chain up to a trust ancher in order for signature validation to succeed. Revocation
checking is not performed on or above a trust anchor.

se this certificate as a trusted root

If signature validation succeeds, trust this certificate for:

Signed documents or data

Certified documents

Dynarmic content

Embedded high privilege JavaScript

Privileged system operations (networking, printing, file access,

etc.)

‘ Certificate Details... ‘

3) LABNANAIN LaINA OK

Import Complete

Impert details:

1 issuer certificate(s) imported.

4 o« ]

4) nm OK



A& Signed and all signatures are valid.
@ signatures
Revw. 1: Signed by wewwsd anand <denpong@kku.ac.ths

Signature is valid:

Document has not been modified since this signature was applied
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Signed by the current user
Signing tirme is from the clock on the signer's computer.
Signature is LTV enabled

Signature Details

Last Checked: 2020.04.05 17:35:52 +07'00"

Field: Signature2 on page 1

Click to view this version
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Password @nsuinmaaieilate T Save a3 luiATasnauimes waiaiunisaiuainuaaselUl

Install PFX

Open

Move to OneDrive

Edit with Notepad++

Scan with Windows Defender...
Share

‘Open with

Give access to

i Zip and Share (WinZip Express)
i WinZip

Restore previous versions

Send to

Cut
Copy

Create shortcut
Delete

Rename

Properties

1) Double Click #38 Aanv1 kanA Install PFX

* Certificate Import Wizard

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification authority, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

Store Location
(®) Current User

(O Local Machine

To continue, dick Next.

2) nA Next



& & Certificate Import Wizard
File to Import
Spedify the file you want to import,
esktop\denpongkku.ac.th-en.p12 | | Browse...
Note: More than one certificate can be stored in a single file in the following formats:
Personal Information Exchange- PKCS #12 (.PFX,.P12)
Cryptographic Message Syntax Standard- PKCS #7 Certificates (P78)
Microsoft Serialized Certificate Store (.S5T)
Next Cancel
3) ne Next
*
& L* Certificate Import Wizard

Private key protection
To maintain security, the private key was protected with a password,

Type the password for the private key.

Password:

4 [esssesssnsessens

[isplay Password

Import options:

[C]Enable strong private key protection. You will be prompted every time the
private key is used by an application if you enable this option.

[IMark this key as exportable. This will allow you to back up or transport your
keys at a later time.

Protect private key using virtualized-based security(Non-exportable)

-

[ Include all extended properties.

) 14 Password 7ila5u
5) nA Next




€& ¥ Certificate Import Wizard

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

(®) Automatically select the certificate store based on the type of certificate
(O Place all certificates in the following store

Certificate store:

6) nA Next

€ & Certificate Import Wizard

Completing the Certificate Import Wizard

The certificate will be imported after you dick Finish.

You have spedfied the following settings:
¢ Automatically determined by the wizard
Content PFX.
File Name C:\Wsers\denpo\Desktop'\denpongkku.ac. th-en.p12

7) A Finish




Certificate Import Wizard

o The import was successful.
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